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NOTICE SUR LA PROTECTION DE DONNÉES PERSONNELLES  
 
Dans le contexte de ses activités, Pierre Mangers Sàrl (ci-après « PM Sàrl »), est amené à 
traiter des données à caractère personnel de personnes physiques (ci-après « Données 
Personnelles »). Il peut être amené à traiter ces données, soit en qualité de responsable de 
traitement, soit en qualité de sous-traitant du Client agissant en sa qualité de responsable du 
traitement de ces mêmes Données Personnelles. 
 
Quelques définitions utiles : 
 
Personne concernée : La personne concernée est toute personne physique identifiée ou 
identifiable dont les données à caractère personnel font l’objet d’un traitement. Est réputée 
être une « personne physique identifiable » une personne physique qui peut être identifiée, 
directement ou indirectement, notamment par référence à un identifiant, tel qu'un nom, un 
numéro d'identification, des données de localisation, un identifiant en ligne, ou à un ou 
plusieurs éléments spécifiques propres à son identité physique, physiologique, génétique, 
psychique, économique, culturelle ou sociale. 
 
Données à caractère personnel : Une donnée à caractère personnel est toute information se 
rapportant à une personne physique identifiée ou identifiable. 
 
Traitement : Le traitement est toute opération ou tout ensemble d'opérations effectuées ou 
non à l'aide de procédés automatisés et appliquées à des données à caractère personnel, 
telles que la collecte, l'enregistrement, l'organisation, la structuration, la conservation, 
l'adaptation ou la modification, l'extraction, la consultation, l'utilisation, la communication par 
transmission, la diffusion ou toute autre forme de mise à disposition, le rapprochement ou 
l'interconnexion, la limitation, l'effacement ou la destruction. Sauf avis contraire, PM Sàrl 
n’effectue pas de traitement à l'aide de procédés automatisés. 
 
Responsable du traitement : Le responsable du traitement est la personne physique ou 
morale, l'autorité publique, le service ou un autre organisme qui, seul ou conjointement avec 
d'autres, détermine les finalités et les moyens du traitement des données personnelles. 
 
Sous-traitant : Le sous-traitant est la personne physique ou morale, l'autorité publique, le 
service ou un autre organisme qui traite des données à caractère personnel pour le compte 
du responsable du traitement. 
 
Délégué à la protection des données (« DPO ») : Le délégué à la protection des données 
(« DPO ») est la personne physique ou morale qui contrôle le respect des mesures de 
protection des données à caractère personnel. 
 
Destinataire : Le destinataire est la personne physique ou morale, l’autorité publique, le 
service ou tout autre organisme qui reçoit communication de données à caractère personnel. 
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Autorité de contrôle : L’autorité de contrôle est l’autorité publique indépendante chargée de 
surveiller l’application du Règlement UE 2016/679 du 27 avril 2016. Elle est entre autres dotée 
de la mission de recevoir les réclamations des personnes concernées par un traitement de 
données personnelles. Au Luxembourg, l’autorité de contrôle est la Commission nationale 
pour la protection des données (CNPD). 
 
Identité du responsable du traitement / DPO : 
 
Contact : 
 
Lorsque PM Sàrl agit en tant que responsable de traitement, elle peut être contacté à l’adresse 
suivante : 
 
Pierre Mangers S.à r.l. 
4, rue des Églantiers 
L-5551 Remich 
 
enregistrée au RCS sous le n° B223172 et représentée par Monsieur Pierre Mangers, en sa 
qualité de gérant.  
 
Finalité des traitements : 
 
Le traitement opéré par PM Sàrl en tant que responsable de traitement est nécessaire à 
l'exécution d'un contrat auquel la personne concernée est partie ou à l'exécution de mesures 
précontractuelles prises à la demande de celle-ci. 
 
La base légale est l’article 6.1 b) du Règlement UE 2016/679 du 27 avril 2016. 
 
PM Sàrl peut aussi être associé en tant que sous-traitant à des traitements opérés au nom et 
pour le compte de son Client agissant en tant que responsable de traitement dans le cadre 
des finalités de traitement qui lui sont propres.  

En prolongement de ces finalités, et dans le respect de l’obligation de minimisation, PM sàrl 
traite également les données personnelles des personnes concernées aux fins de 
communication ou de justification de son activité. 

PM Sàrl peut ainsi être amené à collaborer avec toute autre personne, institution ou autorité 
devant laquelle il est amené à témoigner ou à se justifier de son action ou qui sont chargées 
de collaborer à la même mission ou mission dans le prolongement ou en lien avec la mission 
de PM Sàrl.   

Destinataires :  

Les destinataires ou les catégories de destinataires des données à caractère personnel traitées 
par PM Sàrl en qualité de responsable de traitement sont le(s) cabinet(s) d’avocats désigné(s) 
par le Client.  
 

https://eur-lex.europa.eu/legal-content/FR/TXT/?uri=CELEX:32016R0679
https://cnpd.public.lu/fr.html
https://cnpd.public.lu/fr.html
https://eur-lex.europa.eu/legal-content/FR/TXT/?uri=CELEX:32016R0679
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PM Sàrl conserve les données personnelles sous forme chiffrée sur la plateforme sécurisée 
www.digify.com dont les serveurs sont hébergés en Irlande, pays membre de l’Union 
Européenne. 
 
Catégories de données et source des données : 
 
PM Sàrl traite des données à caractère personnel dans le cadre de son activité de conseil ou 
d’investigation. 
 
Ces données sont autoproduites ou lui parviennent à travers des correspondances, dossiers 
et attestations testimoniales.  
En général les catégories données à caractère personnel sont : les données personnelles 
recueillies ou produits dans le cadre de son activité de conseil ou d’investigation et 
essentiellement des données telles que des prénoms, noms, des adresses IP, des adresses 
courriel, des numéros de téléphone portable et des copies de cartes d’identité qui lui sont 
transmises dans le cadre de son activité. 
 
PM Sàrl n’est cependant pas maître des données qui lui sont transmises dans le cadre de son 
activité. Les documents et informations transmis peuvent contenir toute sorte de données y 
compris des données qui révèlent l’origine raciale ou ethnique, les opinions politiques, les 
convictions religieuses ou philosophiques ou l’appartenance syndicale, ainsi que des données 
génétiques ou biométriques, des données concernant la santé ou la vie sexuelle ou 
l’orientation sexuelle ou des condamnations pénales des personnes poursuivies ou de tierces 
personnes; voire des données d’identification, des données bancaires et financières, des 
données relatives au statut administratif des personnes poursuivies ou de tierces personnes, 
des données physiques, des données relatives aux habitudes de vie, aux loisirs, aux 
caractéristiques de leur logement, des données relatives à leur éducation et leurs 
qualifications ou leur emploi, leur carrière et leur traitement, y compris des enregistrements 
d’images et de son. 
 
PM Sàrl n’a pas de pouvoir coercitif vis-à-vis des personnes concernées appelées à lui 
transmettre des données à caractère personnel. La personne concernée peut cependant être 
liée par des exigences de fourniture de données à caractère personnel à un caractère 
réglementaire ou contractuel vis-à-vis du Client dont la non-observation peut entraîner des 
conséquences disciplinaires (art. 13.2e) du Règlement de l’UE 2016/679 du 27 avril 2016).  
 
Devoir de minimisation : 
 
PM Sàrl veille à la stricte limitation des traitements appliqués aux données par rapport à la 
finalité du traitement, le tout dans le respect des droits des tiers et des obligations supérieures 
en matière de droits de la défense. 
 
Hormis le cas de la disjonction, PM Sàrl ne peut pas écarter de l’investigation des données 
jugées non pertinentes sous peine de se voir reprocher de dénaturer l’analyse. 
 
  

http://www.digify.com/
https://eur-lex.europa.eu/legal-content/FR/TXT/HTML/?uri=CELEX:32016R0679&from=FR#d1e2559-1-1
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C’est pour cette raison que toute personne qui souhaite transmettre à PM Sàrl des données à 
caractère personnel est expressément encouragé à ne fournir que les données à caractère 
personnel strictement nécessaires au traitement envisagé et à s’assurer de la légalité de la 
détention des données à caractère personnel qu’il transmet. De cette manière, il veille plus 
particulièrement au respect des droits des tiers dont ils traitent des données à caractère 
personnel. 
 
Mesures de sécurité : 
 
Le responsable du traitement respectivement ses sous-traitants mettent en place les mesures 
techniques et organisationnelles et les politiques appropriées pour s’assurer et être en mesure 
de démontrer que le traitement des données de PM Sàrl est effectué conformément à la 
réglementation applicable en matière de protection des données à caractère personnel. Il 
n’existe pas de documents physiques : Tout document physique est dématérialisé et la version 
physique est détruite sauf exigence légale contraire. Les documents électroniques traités par 
PM Sàrl sont sécurisés par des mots de passe et d’autres mesures de sécurité appropriées  
(ex. chiffrement, seulement un utilisateur) mises en place sur www.digify.com. 
 
Profilage et décisions automatisées 
 
Les données traitées par PM Sàrl ne font, sauf avis contraire, pas l’objet d’un profilage ou 
d’une prise de décision automatisée.  
 
Droits des personnes concernées : 
 
Droit à l’information : (art. 13 et 14 du Règlement UE 2016/679 du 27 avril 2016) : Les 
personnes concernées ont un droit à l’information à leurs données à caractère personnel. Elles 
ont également un droit à être informées d’une violation de données à caractère personnel si 
celle-ci est susceptible d'engendrer un risque élevé pour leurs droits et libertés. 
 
Droit d’accès (art. 15 du Règlement UE 2016/679 du 27 avril 2016) : Les personnes dont les 
données à caractère personnel sont traitées par PM Sàrl ont un droit d’accès à leurs données 
à caractère personnel. Le droit d’accès s’opère dans le respect des droits des tiers et des 
obligations de confidentialité qui entourent par ailleurs la communication de ces 
informations. 
 
Droit de rectification (art. 16 du Règlement UE 2016/679 du 27 avril 2016) : PM Sàrl veille à 
l’exactitude et la tenue à jour des données à caractère personnel. Il rectifie les données 
inexactes ou incomplètes sur simple demande de la personne concernée.  
 
Droit à l’effacement (art. 17 du Règlement UE 2016/679 du 27 avril 2016): La personne dont 
les données à caractère personnel sont traitées a le droit d'obtenir du responsable du 
traitement l’effacement, dans les meilleurs délais, de données à caractère personnel la 
concernant et le responsable du traitement a l'obligation d’effacer ces données à caractère 
personnel dans les meilleurs délais. Aucune demande d’effacement n’est cependant acceptée 
pour un traitement de données à caractère personnel qui continue à être nécessaire : 
  

http://www.digify.com/
https://eur-lex.europa.eu/legal-content/FR/TXT/HTML/?uri=CELEX:32016R0679&from=FR#d1e2559-1-1
https://eur-lex.europa.eu/legal-content/FR/TXT/HTML/?uri=CELEX:32016R0679&from=FR#d1e2559-1-1
https://eur-lex.europa.eu/legal-content/FR/TXT/HTML/?uri=CELEX:32016R0679&from=FR#d1e2635-1-1
https://eur-lex.europa.eu/legal-content/FR/TXT/HTML/?uri=CELEX:32016R0679&from=FR#d1e2652-1-1
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▪ pour l’exécution d’un Contrat de service dont est investi PM Sàrl ; 
▪ pour le respect d’une obligation légale auquel PM Sàrl est soumis ; 
▪ à la constatation, à l’exercice ou à la défense de droits en justice. 

 
Droit de limitation (art. 18 du Règlement 2016/679 du 27 avril 2016) : La personne dont les 
données à caractère sont traitées peut revendiquer la limitation du traitement de ses 
données : 

▪ lorsqu’elle conteste l'exactitude des données à caractère personnel. La limitation du 
traitement peut être demandée pour la durée permettant au responsable du 
traitement de vérifier l'exactitude des données à caractère personnel; 

▪ lorsque le traitement est illicite et que la personne concernée s'oppose à leur 
effacement et exige à la place la limitation de leur utilisation ; 

▪ lorsque le responsable du traitement n'a plus besoin des données à caractère 
personnel aux fins du traitement mais que celles-ci sont encore nécessaires à la 
personne concernée pour la constatation, l'exercice ou la défense de droits en justice; 

▪ lorsqu’elle a exercé son droit d’opposition. La limitation du traitement peut alors être 
demandée pendant le traitement de sa demande d’opposition où il est vérifié si les 
motifs légitimes poursuivis par le responsable du traitement prévalent sur ceux de la 
personne concernée. 

La personne concernée qui a obtenu la limitation du traitement de ses données à caractère 
personnel est informée par le responsable du traitement avant la levée de la limitation du 
traitement. 

Droit d’opposition (art. 21 du Règlement 2016/679 du 27 avril 2016) : La personne dont les 
données à caractère personnel sont traitées a le droit de s'opposer à tout moment, pour des 
raisons tenant à sa situation particulière, au traitement de ses données à caractère 
personnel la concernant et qui est nécessaire à l'exécution d'une mission d'intérêt public ou 
relevant de l'exercice de l'autorité publique dont est investi le responsable du traitement. Le 
responsable du traitement ne traite plus les données à caractère personnel, à moins qu'il ne 
démontre qu'il existe des motifs légitimes et impérieux pour le traitement qui prévalent sur 
les intérêts et les droits et libertés de la personne concernée, ou pour la constatation, 
l'exercice ou la défense de droits en justice.  

Droit de réclamation (art. 57 du Règlement 2016/679 du 27 avril 2016) : La personne dont 
les données à caractère personnel sont traitées et qui n’a pas obtenu satisfaction à sa 
demande formulée auprès du responsable du traitement ou du délégué à la protection des 
données peut adresser une réclamation à l’autorité de contrôle à l'adresse suivante: 

Commission nationale pour la protection des données (CNPD) 
1, avenue du Rock’n’Roll 
L-4361 Esch-sur-Alzette 
Formulaire plainte 

Toute obligation imposée par la loi à PM Sàrl, et tout engagement que prend PM Sàrl en 
matière de traitement de Données Personnelles ou de simple accès à des Données 
Personnelles, ne décharge en aucun cas le Client de ses propres obligations en la matière.  

https://eur-lex.europa.eu/legal-content/FR/TXT/HTML/?uri=CELEX:32016R0679&from=FR#d1e2746-1-1
https://eur-lex.europa.eu/legal-content/FR/TXT/HTML/?uri=CELEX:32016R0679&from=FR#d1e2839-1-1
https://eur-lex.europa.eu/legal-content/FR/TXT/HTML/?uri=CELEX:32016R0679&from=FR#d1e2839-1-1
https://cnpd.public.lu/fr/particuliers/faire-valoir/formulaire-plainte.html

